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Overview
The Rapid Security Assessment Service for wired networks provides security vulnerability analysis/review of the wired network elements by gauging the effectiveness of the implemented security controls. This fast track service enables the customer to identify vulnerabilities within their wired network defense implementations and to prepare for future security defenses. An Extreme Networks security consultant will deliver this service at customer premises.

Security Assessment Modules (PS-SEC-WIRED)

<table>
<thead>
<tr>
<th>Security Assessment Modules</th>
<th>Scope</th>
</tr>
</thead>
<tbody>
<tr>
<td>Security Vulnerability IP Addresses Scanned</td>
<td>Up to 50 IP Addresses</td>
</tr>
<tr>
<td>Physical Location</td>
<td>1</td>
</tr>
<tr>
<td>Illustrated Report</td>
<td>Yes</td>
</tr>
<tr>
<td>Order Number</td>
<td>PS-SEC-WIRED</td>
</tr>
<tr>
<td>Availability</td>
<td>North America</td>
</tr>
</tbody>
</table>

NOTE: This service has very specific limitations in order for it to be accomplished in the allocated timeframe.

Description of Services

Overall Scope
As part of this Service, Extreme Networks will provide:

Full Scan IP Addresses (Intrusive/Non-Intrusive) –
- Provides a full scan for security vulnerabilities.
- Up to 50 IP Addresses (Combined Set).

NOTE: This service has very specific limitations in order for it to be accomplished in the allocated timeframe.

Timeline: 2 days for Data Collection + 1 day for Analysis

Illustrated Report – The final analysis will be provided in an illustrated report format.

Timeline: 1 day

NOTE: The final report will be completed off site and available within five business days following the completion of the engagement.

Project Coordination
Extreme Networks will designate a Point of Contact (POC) and, as part of the pre-site stage, coordinate logistics and scheduling with the customer’s POC for performing the service.

Scope of Delivery (SOD)
Prior to beginning the engagement, Extreme Networks will prepare and deliver a SOD which includes a service project schedule for the purchased service. Detailed information about the services to be performed as part of the project will be provided.

Service Process
An Extreme Networks Consultant will complete the following process for this service:

Discuss service overview in a kick-off meeting with key stakeholders: Off-Site
- Review the Scope of Delivery.
- Discuss service process.
- Discuss current customer issues related to this service.
- Discuss timeline for deliverables and services.

Data Collection: On-Site
- Extreme Networks will perform interviews with customer personnel.
- Perform vulnerability scans.
- Collect 1 ACL policy.
- Collect existing system configurations.

Data Review: Off-Site
- Review vulnerability tools output data/results.
- Review ACL rules.
Report: Off-Site

• Document review findings and remediation recommendations with executive summary.
• Deliver an illustrated report that summarizes findings and remediation actions.

Customer Responsibilities

Infrastructure Requirements and Documentation

Prior to the consultant’s arrival on site, customer must complete any and all prior infrastructure requirements. In addition, customer must provide Extreme Networks with documentation pertaining to business procedures, IT operations processes, configuration, and network topology details, and security policies/procedure data that is necessary for the service.

Contacts

Customer must provide reasonable access to all necessary resources, including but not limited to site management and team leaders, as requested by the Extreme Networks engagement team, to answer technical questions related to the wired infrastructure. Customers, partners or consultants involved in the project shall likewise provide access to their resources, and shall not restrict access to customer resources by Extreme Networks.

Access to WLAN Appliances

Customer must allow reasonable access to the appliances

Reasonable Access to Information

Customer must provide Extreme Networks with reasonable access to any information necessary to facilitate operations and administration. Such requests may include temporary network access, passwords, and authorization to examine network traffic using commercial software “sniffing” utilities (provided by Extreme Networks).

Access to Network Infrastructure

Customer must provide reasonable access to network equipment rooms, server equipment and managed infrastructure (such as switches, firewall, and managed devices for the purpose of review/validation). The customer will provide the following:

• Network topology diagrams.
• Target IP Addresses or Appliance URLs.
• Appliances IDs and MAC Addresses.
• IP addresses and network connection for vulnerability scanning tools.

Limitations and Restrictions

• This service may require at least four (4) weeks advance notice from the acceptance by us of a purchase order for planning the work.
• The service is intended to be delivered in a single location with high-speed access to the assessed infrastructure elements. Multiple physical location will be a custom quote.
• Vulnerability analysis of the WLAN devices is excluded from this service.
• Each section has a specific ESU timeline. Any actions not completed during each portion of the service will require a change order/price adjustment.
• Remediation of product bugs, issues, & feature requests found during the life of this service are outside of the project scope.
• Transmittal of the final report will be via email (password protected document) unless a more secure method is provided by the customer.
• Extreme Networks will not be responsible for the performance or functionality of the assessed systems, nor will it be responsible for the sufficiency, completeness, adequacy or operation of any systems, policies, networks and security features used by the customer.
• NO GUARANTEE. CUSTOMER ACKNOWLEDGES, UNDERSTANDS AND AGREES THAT EXTREME NETWORKS DOES NOT GUARANTEE OR WARRANT THAT IT WILL DISCOVER ALL OF CUSTOMER’S SECURITY EVENTS. EXTREME NETWORKS DISCLAIMS ANY AND ALL RESPONSIBILITY FOR ANY AND ALL LOSS OR COSTS OF ANY KIND ASSOCIATED WITH SECURITY EVENTS, WHETHER OR NOT THEY WERE DISCOVERED BY EXTREME NETWORKS. CUSTOMER AGREES NOT TO REPRESENT TO ANY THIRD PARTY THAT EXTREME NETWORKS HAS PROVIDED SUCH GUARANTEE OR WARRANT. EXTREME NETWORKS DISCLAIMS ANY RESPONSIBILITY FOR CUSTOMER’S USE OR IMPLEMENTATION OF ANY RECOMMENDATIONS PROVIDED IN CONNECTION WITH THE SERVICES. IMPLEMENTATION OF RECOMMENDATIONS DOES NOT ENSURE OR GUARANTEE THE SECURITY OF THE SYSTEMS AND OPERATIONS EVALUATED.
• POSSIBLE DAMAGE OR DISRUPTION. “Customer” acknowledges, understands, and agrees that the equipment provided by or used by Extreme Networks to facilitate performance of the services may impact or disrupt information systems. Except to the extent set forth in the Sections on No Guarantee & Limitation of Liability, Extreme Networks disclaims responsibility for costs in connection with any such disruptions of and/or damage to Customer’s or a third party’s information systems, equipment, and the information and data, including, but not limited to, denial of access to a legitimate system user, automatic shut-down of information systems caused by intrusion detection software or hardware, or failure of the information system resulting from the provision or delivery of the Service. Extreme Networks agrees to cooperate with Customer to schedule any such potential damage or disruption around Customer’s information technology traffic and use patterns so as to reduce the risk of disruption during working hours.

• Except for personal injury or death, Extreme Networks total liability, whether for breach of contract, warranty, negligence, or otherwise, will be limited to the direct damages recoverable under law, but not to exceed one quarter of the Contract Price. ALTHOUGH THE PARTIES ACKNOWLEDGE THE POSSIBILITY OF SUCH LOSSES OR DAMAGES, THEY AGREE THAT EXTREME NETWORKS WILL NOT BE LIABLE FOR ANY COMMERCIAL LOSS; INCONVENIENCE; LOST OF USE, TIME, DATA, GOOD WILL, REVENUES, PROFITS OR SAVINGS; OR OTHERSPECIAL, INCIDENTAL, INDIRECT, OR CONSEQUENTIAL DAMAGES IN ANY WAY RELATED TO OR ARISING FROM PERFORMANCE OF THE SERVICES BY EXTREME NETWORKS. This limitation of liability provision survives the expiration or termination of the Services and applies notwithstanding any contrary provision.

• Your use of the Rapid Wired Security Assessment Service is subject to and conditioned upon your acceptance of Extreme’s Professional Services Terms and Conditions, found at: http://www.extremenetworks.com/company/legal/. In the case of a conflict between this document any purchase order, or any other document, the terms found in Extreme’s Professional Services Terms and Conditions control.” No action for contract breach or otherwise relating to the transactions contemplated by this document may be brought more than one (1) year after the date of cause of such action.
Additional Optional/ Add-on Services:

- Comprehensive Wired Security Assessment (Optional/ Recommended Service with Rapid and/or a comprehensive security assessment service).
- Attack and Penetration testing (Optional Service -- custom consulting engagement).

Availability

Extreme Networks Services are available worldwide. To check availability in a particular country or for further details, please contact an Extreme Networks Security Services representative.

General Definitions

The following terms definitions govern the scope of the Service described in this Service Description Document:

Configuration

Specific parameters that define End-User Customer specific operational design that relies on the specific functionality of such products. Product configuration is variable and is driven by factors including but not limited to End-User Customer’s site-specific information, WLAN or WWAN related parameters.

Contract

The specific Contract, assigned a unique identification number, comprising the Order Acknowledgement, this Service Description Document and the Terms and Conditions.

Customer

The entity purchasing the service from Extreme Networks and/or its affiliates.

End-User Customer

The Customer or the ultimate end user of the Service (if different) whose Products are the object of the Service.

Product

The physical, tangible Hardware purchased from Extreme Networks which includes Software.

Service

The Rapid Wired Security Assessment service described in this Service Description Document.

Software

Any Extreme Networks-provided machine-readable instructions installed on the Product as shipped to the Customer.

Terms and Conditions

The Professional Services terms and conditions found at http://learn.extremenetworks.com/rs/extreme/images/Professional-Services-Terms-and-Conditions.pdf